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PERSPECTIVES OF BLOCKCHAIN TECHNOLOGY IN BUSINESS AND MANAGEMENT:
ADVANTAGES AND CHALLENGES

Blockchain is a decentralized and distributed digital ledger technology that records transactions across multiple
computers. The key idea is that once information is recorded on a blockchain, it is extremely difficult to alter or tamper with
because each block in the chain contains a cryptographic hash of the previous block, a timestamp, and transaction data. This
creates a secure, transparent, and immutable system. In this paper, we review the key features of blockchain and examples
of its particular application in business and management. In Ukraine, while blockchain technology has a huge potential to
change many business sectors, providing security, transparency and efficiency of processes, it is necessary to solve the issues
of scalability, regulatory barriers, as well as optimize energy consumption for full implementation. The future of blockchain in
business and management looks promising, especially given the opportunities offered by smart contracts, decentralized finance,
and asset tokenization. The today s leading trend is energy trading whose blockchains have been increasingly used to record and
publish local and regional electricity market data. This is believed to produce a significant impact on establishing and solidifying
transparency of pricing and investing in energy sector. Solving current problems will allow blockchain technology to become
the main tool for creating transparent and reliable business processes. However, scalability still remains the most serious and
pressing problem in blockchain implementation. While significant advancements are being made to address it, the unsolved
balance between scalability, security, and decentralization (the blockchain trilemma) presents ongoing technical, economic, and
environmental challenges.
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Mepinoea C. B., Pomaniok B. B. Ilepcnekmueu mexnonozii 6nokuein y 6i3neci ma meHneoycmenmi: nepesazu ma
GUKTUKU

Bnoxueiin — ye deyenmpanizogana ma po3nooinena mexmonozis yugpoeoi kHuel, AKa 3anucye mpaH3akyii Ha KilbKox
komn tomepax. Kniouosa ides nonseac 6 momy, wo xoau iH@opmayito 3anucano 6 OA0KuellH, ii HA036UUAIIHO BANCKO IMIHUMU
abo niopodumu, OCKibKu KOXCeH 00K Y TAHYIOHCKY MICMUMb KpUNmozpaghiunull xeut nonepedHbo2o 610Ky, MImKy uacy ma
Oani mpanzaxyii. Lle cmeopioe be3neuny, npo3opy ma HesminHy cucmemy. Y yitl cmammi Mu po3enadaemo Kuouo8i 0coonugocmi
Onoxueliny ma npukiaou tio2o KOHKpemHo20 3acmocyeants 6 bisneci ma ynpasninmi. B Yipaini, xoua mexnonoeis 6noxyeiin mae
senuyesHUll nomenyian sMinumu bazamo cekmopie Oizxecy, 3a0e3neuyiouu He3nexy, npo3opicmy ma egheKmusHICMmb nPoyecis,
0718 NOBHOYIHHO20 BNPOBAOIICEHHS HEOOXIOHO SUDIMWIUMU NUMAHHA MACUUMAOOBAHOCHI, pe2yIamopHux 6ap’epis, a maxooc
onmumizysamu enepeocnodxcueanus. Matibymue Onoxuelny @ OisHeci ma YnpaeniHHi uenaoac 6azamoodiysouum, 0coonuso
BDAXOBYIOYU MOHCIUBOCINI, SKI NPONOHYIOMb CMAPM-KOHMPAKIMUY, OeyeHmpanizosane (HiHAHCY8aHHA Ma MOKEHI3aAYis aKMUeIs.
1Ipogionoi0 meHdeHyier cb0200Hi € MOp2iens eHepeicto, OIOKYelHY AKOI 6ce uacmiuie BUKOPUCIOBYIOMbCA 0Nl 3aNuUcy ma
nyonikayii danux Micyeso2o0 ma peciOHANLHO20 PUHKY eneKkmpoeHepeii. Beajxcacmucs, wjo ye mamume 3HAUHUL 6NIUE HA
BCMAHOBNIEHHS A 3MIYHEHHS. NPO30POCTI YIHOYMBOPEHHA MA IHEECY8AHHS 8 eHepeemUyHULl CeKMop. BupiuienHs akmyanbHux
npobiem 003601uMb MEXHONO02TT ONOKUEliH CIAmu 0CHOBHUM IHCIMPYMEHMOM CIMBOPEeHHs NPO30puX i HadilHuX bi3Hec-npoyecis.
Oonax macumabo8anicmsy 6ce e 3anuMacmscsl Haliceplio3HiOoI0 Ma aKmyanbHoI0 NPoOIeMOI0 8NPOBAOIICEHHS OIOKUElHA.
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Hessaoicarouu Ha 3nayni ycnixu, wob eupiwumu yio npobremy, Hesupiwienuii 6ananc mixc macwimabdosanicmio, 6e3nexoro ma
Oeyenmpanizayieio (mpuiema O10KuetiHy) CMopioe NOCMIHI MeXHIYHI, eKOHOMIUHI Ma eKoNo2iuHi npodeMu.

KitouoBi cnoBa: 6nokueiin, 6isnec, MeHeONCMeHM, CMAPM-KOHMPAKMY, MOKeHI3ayis aKmuegis, OeyeHmpanizoeami
ginancu.

Problem statement. Blockchain technology is one of the most revolutionary innovations of contemporary
era, which has the potential to fundamentally change the approach to doing business in various industries [1]. The
ability of blockchain technology to provide transparency, security, and decentralization of processes makes this
technology indispensable in areas such as finance, logistics, healthcare, and commerce [2]. In today’s business envi-
ronment, where digitization is becoming a key factor in competitiveness, blockchain is a tool that can considerably
improve efficiency and significantly reduce fraud risks [3].

Despite its great potential, blockchain technology faces several unsolved challenges [4]. Blockchain systems
often have limited bandwidth, which makes them difficult to deploy on a large scale. Insufficient legal regulation
and legal uncertainty in many countries limit the implementation of blockchain in business processes. The technol-
ogy, especially in Proof-of-Work algorithms, consumes significant amounts of energy, which raises environmental
and economic issues. Implementing blockchain solutions into existing systems is often technically complex and
requires significant investment.

Implementing a blockchain requires specific equipment and computational resources depending on the type of
blockchain (public, private, or consortium) and its intended use (e. g., cryptocurrency, smart contracts, supply chain
management). The essential equipment and computational resources needed are nodes, mining equipment, block-
chain client software and platforms, cloud-based solutions, networking infrastructure, power and cooling, block-
chain developers and engineers, system administrators, network engineers, and security experts [1], [2]. Implement-
ing a blockchain involves a combination of computing hardware (nodes, storage, processors), software (blockchain
clients, smart contract platforms), networking equipment, and significant power and cooling resources. The choice
of equipment and resources depends on whether the blockchain is public (requiring more decentralized and secure
setups) or private/consortium (where the setup can be more centralized and managed).

State-of-the-art motivation and purpose. As in many countries, the study of blockchain technology is a top-
ical field of computer science in Ukraine. Many scientists from various scientific institutions and fields are engaged
in this topic, attempting to cover a specific domain of knowledge in building distributed ledgers with growing lists
of records that are securely linked together via cryptographic hashes. As of 2024, there are a lot of open questions
still being studied. Among them: the use of blockchain in economics and financial technologies [5], the implemen-
tation of blockchain in business processes and decentralized financial systems [6], data security and algorithms for
decentralized networks [7], the use of blockchain in public administration [8], decentralized financial systems based
on the blockchain [9], the impact of blockchain on digital economies [10], the impact of blockchain on interna-
tional financial systems and smart contracts [11], etc. Many scientists and international research groups are actively
working on the development and improvement of blockchain technology in various fields, including economics,
logistics, finance, and public administration.

The most serious problem in blockchain implementation is the scalability issue. Scalability refers to a block-
chain’s ability to handle a growing number of transactions and nodes without compromising speed, efficiency, or
security. As blockchain networks expand and the number of transactions increases, achieving scalability while main-
taining decentralization and security (the so called blockchain trilemma) becomes a significant challenge [12], [13].

The purpose of this study is to analyze the prospects for the development of blockchain technology in business
and management, to identify the main problems that prevent their full implementation, and to find ways to solve
them. Special attention is paid to the analysis of the impact of blockchain on various business sectors and the possi-
bilities of its application to increase efficiency.

Analysis. Blockchain technology gained wide popularity with the appearance of the first cryptocurrency,
Bitcoin, in 2009. Its creator, known under the pseudonym Satoshi Nakamoto, presented the blockchain as the basis
for a digital currency that does not require the involvement of banks or governments to carry out transactions. This
decentralized approach to data storage and record keeping was a breakthrough in the financial field. In subsequent
years, blockchain began to be actively used in various industries: finance, logistics, health care, and others.

In Ukraine, blockchain technology is at an early stage of implementation, but it has a huge potential for
development in various sectors of the economy. One of the most promising areas for the application of blockchain
is public administration. Thanks to decentralized systems, Ukraine can significantly increase the transparency of
government processes, including land registration, state registers and public procurement. For example, there are
already projects using blockchain for electronic voting, which can reduce the risks of fraud and make the process
more accessible to citizens.

Blockchain has great potential to transform business processes. First of all, this applies to the financial sec-
tor, where blockchain allows you to speed up transactions, reduce fees and increase data security. Smart contracts
are one of the key features of the blockchain, which can automate and simplify transactions, reducing the need for
intermediaries [11].
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The most striking example is cryptocurrencies (Bitcoin, Ethereum). In addition, blockchain is used for interna-
tional transfers, providing instant transactions without intermediaries and reducing fees (for example, the Ripple system).

In logistics, blockchain helps ensure full transparency of supply chains. The technology allows you to track
every step of the movement of goods, which reduces opportunities for counterfeiting and ensures faster and more
efficient delivery. Maersk together with IBM introduced a blockchain platform for tracking container shipments. This
made it possible to automate the accounting of goods and significantly increase the transparency of supply chains.

In healthcare, blockchain can be used to ensure the safety and security of patient medical data. This allows for
the creation of reliable decentralized data storage systems, which reduces the risk of loss or unauthorized access to
information [7].

However, scaling blockchain technology remains a key challenge. To achieve mass adoption, solutions are
needed that will increase the bandwidth of blockchain networks without increasing energy consumption and trans-
action costs.

Blockchain technology is rapidly developing and becoming increasingly attractive to businesses due to their
ability to optimize processes, increase transparency and data security. The main prospects of blockchain are its
applications for transparent transactions, asset management and automation of operations. It is expected that in the
coming years, more and more companies will use blockchain to optimize business processes.

The key aspects of blockchain technology in business and management, their advantages, development pros-
pects and challenges that blockchain implementation may face are presented in Table 1.

Table 1
Prospects of blockchain technology in business and management

Blockchain

Prospects for

Field s Advantages Future challenges
application development
Financial sector |Decentralized Elimination of Development of Scalability, regulation
finance (DeFi), intermediaries, DeFi, integration of
cryptocurrencies, automation of deals, cryptocurrencies into
smart contracts faster transactions traditional systems
Logistics and Supply transparency, | Transparency, resource | Full supply chain Integration into
supply chains | process automation, savings, real-time automation, customer existing systems
product tracking tracking transparency

State services

Electronic registers,

Minimization of

Transparency of state

Legal aspects, legal

transparency of
government processes,
e-voting

corruption risks,
speed of processes,
accessibility

processes, simplification of
bureaucratic procedures

regulation

Healthcare Protection of medical |Protection of personal | Creation of secure Protection of privacy,
data, exchange of data, secure exchange of | platforms for data compatibility of
information between | information exchange between doctors | systems
institutions and patients

Property Tokenization of Transparency of Faster registration, Legal regulation of

registration and | assets, registration of | registration processes, |transparency in the field of |tokenization of assets

accounting ownership increase in liquidity of | real estate and other assets
assets

Industry 4.0 Internet of Things Automation, Use of blockchain for the | Energy efficiency,
(IoT), industrial transparency of development of IoT and scalability of systems
systems production processes industrial automation

Currently in Ukraine, blockchain technology is relevantly used for the following aspects and processes in
business:

1. Smart contracts.

2. Tokenization of assets.

3. Decentralized finance.

Smart contracts are one of the most promising areas of blockchain application. A smart contract is a program
that automatically executes the terms of the agreement when all its conditions are met. This eliminates the need for
intermediaries (such as lawyers or notaries), which reduces the time and costs of concluding transactions.

For example, in real estate, smart contracts can be used to automate sales. In this case, the money is transferred
automatically after fulfilling all the conditions of the agreement, such as proof of ownership and payment. This not
only simplifies the process, but also significantly reduces the risk of fraud.

With the help of this perspective, companies can save up to 10 to 15% of costs that previously went to legal
services and drafting agreements. Automating transactions can reduce the time it takes to execute them from days or
weeks to minutes. Automatic execution of transactions reduces the risk of errors or manipulation.
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The next perspective is tokenization of assets.

Asset tokenization refers to the conversion of real assets (such as real estate, securities, commodities) into
digital tokens on a blockchain platform. This allows assets to become more liquid and traded on digital platforms.

For example, instead of selling an entire building, an owner can issue tokens, each representing a portion of
the property. These tokens can be sold to investors, allowing you to raise capital faster and more efficiently.

Asset owners can quickly sell ownership shares, which increases their liquidity by 20 to 30%. Tokenization
allows you to reduce the costs of IPOs or attracting investments through stock markets by 10 to 20%. With the help
of asset tokenization, companies can attract investors from all over the world.

As for decentralized finance, these are financial instruments that use the blockchain to provide services such
as credits, loans and currency exchange without the need for intermediaries (banks, credit institutions). DeFi allows
users to directly interact with each other through smart contracts.

This significantly reduces the costs of financial services and increases the speed of transactions. For example,
a user can take out a loan on a blockchain platform, where the terms of the loan are regulated by smart contracts,
without the involvement of the bank.

With the help of DeFi platforms, interest rates on loans can be 2 to 5% lower compared to traditional banks.
Blockchain transactions can be carried out instantly, reducing waiting time, allowing transactions to be completed
faster. DeFi opens up financial services to millions of people in the world who do not have access to traditional
banking systems.

Therefore, the introduction of blockchain for business in Ukraine will allow:

1. Implementation of blockchain in public services to increase transparency and reduce bureaucracy.

2. Growth of investments in blockchain startups in the field of financial services, agriculture and IT.

3. Use of smart contracts to automate business processes in large and medium-sized companies.

4. The possibility of blockchain integration in the field of energy for transparent accounting of consumption
and sale of energy resources.

On a global level, blockchain is already impacting industries such as finance, logistics, healthcare and digital
identity. A special part takes game industry (Fig. 1), which is at the top along with financial sector. The latter, never-
theless, is the leader continuing to make significant progress since 2010s. One of the loudest trends in recent years
is the development of decentralized finance (DeFi), which enables users to receive credits, loans and other financial
services without the involvement of traditional banks. Many companies, such as Walmart and Maersk, are already
using blockchain to track the supply of goods in real time, which can reduce losses and increase the transparency of
supply chains [10], [13].

The use of blockchain technology in 2023
30%

25%
20%
15%
10%

5%

0%
Financial sector Logistics and Healthcare Identification and Game industry
supply data security

Fig. 1. Impact of blockchain technology on top-5 industries

Another comprehensive analysis carried out on reviews of the current state of blockchain in business and
management has shown that supply chain models lead. For instance, Fig. 2 presents a word cloud of bigrams in
recent scientific publications devoted to the use of blockchain in business and management. Apart from bigram
“blockchain technology”, whose highly-rated appearance is quite obvious, other frequently appearing bigrams are
“supply chain”, “smart contract(s)” (the Porter stemmer has not been applied here to normalize the words usage),
“chain management”, and “energy trading”. Fields of big data, data management, and access control appear to have

impressive interest from researchers.
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A word cloud of trigrams in the same scientific publications is presented in Fig. 3. Supply chain management
is the leading trigram, but it is not really informative. Food supply chain management is next by its frequency.
Application of a latent Dirichlet allocation model discovers three underlying topics in the collection of scientific
documents, from which common phrases relating to blockchain technology, smart contract, and supply chain man-
agement are deliberately excluded (Fig. 4). This model further supplements the inferences from Fig. 2 and Fig. 3,
where business models and supply chain management with blockchain technology implementation are thoroughly
discussed. The topic with energy trading is dominating (the cloud on the left). Information sharing and hyperledger
fabric have a slightly lower weight (the cloud in the center). It is worth noting that bigram “energy trading” is pres-
ent in both topics with high rates. The third topic is mainly based on business processes and models with big data.
Such results are quite reproducible by dropping up to 50 % of the analyzed scientific texts. The presented visualiza-
tions remain almost the same by adding newly published reviews and original research papers.

It is interesting to remark that mentioning blockchain challenges with using word “challenge” is popular as
well, although word “challenge” does not have frequent usage in bigrams and trigrams. This is particularly explained
with that there are a lot of words associated with word “challenge”, and thus fewer bigrams and trigrams with word
“challenge” have significant frequencies. This means, in fact, that there remain many challenges to overcome.
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Fig. 2. Word cloud of bigrams in recent scientific publications (years 2024 and 2023) devoted to the use
of blockchain in business and management

Another interesting fact is that the blockchain trilemma is mentioned rarely in the recent scientific publications.
This is a complex challenge, tackling which requires adopting advanced computational technologies and resources.
Similarly to cryptocurrency transactions consuming incomparably enormous amounts of electrical energy, finding
an eventual solution to the blockchain trilemma is likely to consume gigantic amounts of electrical energy, as well
as a large number of scientific attempts to substantiate and implement it.

newable energy sources
networifuture research directions

duan journal digital
supply chain processes

public permissionless blockchain part egistics i
. S‘C:g;g“:)eo"m”‘eg"l’jrg: <oyptian nformatcs jouifit€rnational journal production method “SW‘"‘
. eertopeer energy trading

application blockchain technologyb Ch supply chairt <mart contract code
chno gy supply

alle  enterprise resource planning blockcham based blockchain technology
e P e arecton sumoly e Adoption blockchain technology

potemla\ blockchain technolog; energy trading p\atforms
supply chain traceabiliy green supply chain —~__ sustainable supply chaln

suppIyChaln management

findings relationship research  supply c
controfleaner production practi

9 ithors method description

transactions per second marine plastic debrigr Iy

innovation technolog technology supply chain fOOd S pply Chaln journal production
journal authors methogUpPply chain finance internet thlngs iot b\o%&zgﬂ?;r; i;nﬁ‘? comra::tﬁ

supply 1able management pr:
energy trading syste(;llstrlbuted ledger technologygrifood supply Cha'”
b blockchain technology offers ten
wsbie smart contracts blockehain - SUPPlY chain resmence impact blockchain techm\ogv‘m”ﬂ“f’” ey s
anine fault olerance integration blockchain technology
|mp|emenlauon blockcham technology integrating blockchain technology

smart contracts automate ) ) Jockchain technology improv
agricultural supply chain journal digital economy

blockchain technology smart

supply chain operations

key findings relationship

applications blockchain technology .

Fig. 3. Word cloud of trigrams in the recent scientific publications with bigrams in Fig. 2

142 ISSN 2521-6643 Cucremu ta TexHonorii, Ne 1 (69), 2025



Iockcha in syslem )
"pérmissionless blockchain blockchain applications
rmissionless sha ring economy

data storage sicpton b\ockcham network

project management internet things
food safety. blockchain platform artificial intelligence i

data management,,, %%,
cleaner production
research questions:

blockchain network international trade s rebUSINESS PO
7" blockchain data®® ' value creation sore blockena business mode ‘
_blockchain network Sustamable management
sharing " big data
lger fabric business proces
data blockchain 2" iy data e Pemssioned dat hbl buskmﬁss modgls t e
ockchain adoption
energy tradlng ~wdigital identity ...

dlsmbuled \edger vaor
“third p’lﬂyblg data o P

ransparshcy traceabilit
access control

machine learning
iot devices ten

Goess control
permissioned b\ockcham

blockchain technology
ca

value chain, ... " tudy

" blockchain techno\og\es

blockehain applications

Fig. 4. Three underlying topics in the recent scientific publications devoted to the use of blockchain
in business and management

Obviously, blockchain is not just a fashionable technology, but a tool capable of fundamentally changing
many sectors of the economy, both in Ukraine and worldwide. Its implementation will contribute to the transparency
of business processes, automation of operations and increased data security. In Ukraine, blockchain can become
an important factor in fighting corruption, developing financial technologies and improving business efficiency.
Another perspective is the use of smart contracting in ensuring local and global safety, whose violations being prop-
erly registered would automatically impose restrictions and fining on violators and their accomplices.

Conclusion. Blockchain technology has a huge potential to change many business sectors, providing security,
transparency and efficiency of processes. However, for their full implementation, it is necessary to solve the issues
of scalability, regulatory barriers, as well as optimize energy consumption. The future of blockchain in business
looks promising, especially given the opportunities offered by smart contracts, decentralized finance, and asset
tokenization. The today’s leading trend is energy trading whose blockchains have been increasingly used to record
and publish local and regional electricity market data. This is believed to produce a significant impact on establish-
ing and solidifying transparency of pricing and investing in energy sector.

Solving current problems will allow blockchain technology to become the main tool for creating transparent
and reliable business processes. However, scalability still remains the most serious and pressing problem in block-
chain implementation. While significant advancements are being made to address it, the unsolved balance between
scalability, security, and decentralization (the blockchain trilemma) presents ongoing technical, economic, and envi-
ronmental challenges. Solving these problems is crucial for blockchain technology to achieve mass adoption in busi-
ness and management and, in general, to implement it across industries and applications. In particular, approaches to
overcoming the blockchain trilemma, where it is extremely challenging for a blockchain network to achieve three key
properties of decentralization, security, and scalability simultaneously, are actively developed. Innovative technolo-
gies and consensus models continue to evolve, potentially bringing us closer to overcoming the trilemma.
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